Fira

CONSORTIUM

FiRa Consortium Vulnerability Disclosure Form

Instructions: Please fill out the form below to report the security vulnerability. When finished, please
send the form to security incident@firaconsortium.org.

To ensure confidentiality of the reported vulnerability, please encrypt the report using the public PGP
encryption key on our Security Incident Reporting webpage.

Point(s) of contact: For each contact, please include a
full name, email address, mailing address, and phone
number.

Type of vulnerability O specification

O Product

If specification, which specification including version
number (N/A otherwise):

If product, specify which product including
manufacturer and model along with any relevant
additional information such as visible display of FiRa®
trademark (otherwise N/A):

Description of vulnerability. Please provide as much
detail as necessary.

If attachments are required, please add separate file to
the PGP Encrypted ZIP file this form:

Date/Venue where vulnerability will be disclosed for
the first time. If the vulnerability will be publicly
disclosed, please provide as much information as
possible as to how the vulnerability will be disclosed
(e.g. conference, CVE), and date (N/A otherwise):

Indicate any attachments:
All attachments must be included in a single PGP-
encrypted zip file along with this form.
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